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1. Introduction

1.1  Countrywide Australasia Limited (the Company) is committed to ensuring the highest standards 
of integrity and promoting a culture of honest and ethical behaviour, corporate compliance and 
good corporate governance. As part of this commitment, the Company recognises the need to 
have robust procedures in place to ensure people can report instances of suspected unethical, 
illegal, fraudulent or undesirable conduct by the Company or its officers, employees or agents, 
and to ensure that anyone who does report such behaviour can do so without fear of reprisal, 
discrimination, intimidation or victimisation.

1.2  The Treasury Laws Amendment (Enhancing Whistleblower Protections) Bill 2018 (Act), effective 
from 1 July 2019, has provided for an expanded corporate whistleblowing scheme and a new 
tax affairs whistleblowing scheme (the Whistleblower Regime) providing additional statutory 
protections and immunities to Whistleblowers.

1.3  This Whistleblower Policy (the Policy) forms part of the Company’s broader risk management 
framework and aligns with the Company’s Code of Conduct and statement of values. Separate 
polices within the Company are also relevant to the conduct of directors, employees and 
contractors including policies and procedures dealing with human resources, safety and other 
matters. This Policy supports and is to be read in conjunction with those documents and the 
statutory protections provided under the Whistleblower Regime.

2. Objectives of this policy

2.1  This Policy has been established to: 

 a)  encourage the reporting of misconduct, illegal, fraudulent or other unethical conduct or 
serious wrongdoing, including the matters set out in Section 6 (Reportable Conduct), so that 
systemic and serious issues can be raised promptly and effectively addressed; 

 b)  provide an appropriate procedure for individuals to report such conduct in the knowledge 
that they can act without fear of victimisation, disadvantage or reprisal; 

 c)  ensure that any person who makes a report in accordance with this policy (a Whistleblower) 
is appropriately protected from detrimental action (see Section 11); and 

 d)  provide transparency around Countrywide’s framework for receiving handling and 
investigating disclosures. 

2.2  To support its stated objectives, this Policy provides a framework for Whistleblowers by: 

 a)  providing reasonable protections for a Whistle-blower who, acting honestly with genuine 
or reasonable belief that the information in the allegation is true or likely to be true, raises 
concerns about Reportable Conduct (See Section 6); and

 b)  ensuring allegations of Reportable Conduct are properly and lawfully investigated and 
addressed. 
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3. Company responsibilities

3.1  The Finance, Risk and Audit Committee of the Board (the FRAC) has responsibility for, and 
ownership of, this Policy, including approving the Policy and any amendments. The FRAC will ensure 
that this Policy complies with the Company’s legal and ethical obligations, and that all those under its 
control comply with it. This Policy will be periodically reviewed and if necessary, updated, to ensure 
the Company’s ongoing compliance with its obligations under the Whistleblower regime.

3.2  The Whistleblower Protection Officers (WPOs) set out in Schedule 1, have the day-to-day 
responsibility for: 

 a)  Implementing this Policy and ensuring it is made available to the officers and employees of the 
Company, monitoring its use and effectiveness and dealing with any queries about it.

 b)  Receiving disclosures under this Policy, as relevant, from Whistleblowers. 

 c)  Ensuring the Whistleblower has access to this Policy, is aware of the Whistleblower statutory 
protections provided under the Whistleblower Regime and the support available from the 
Company

 d) Obtaining information from the Whistleblower that: 

  i) where appropriate, assists the Company to investigate the report effectively; and 

  ii)  confirms whether the Whistleblower holds any concern of victimisation or retaliation for 
themselves, or another person, due to making the report, and any assistance or support they 
may require. 

 e)  Disclosing any conflict of interest they may have in respect of a disclosure. 

 f) Assessing disclosures made under this Policy and their management, including: 

  i)  determining whether a disclosure falls under this Policy and should be investigated or is more 
appropriately managed by another workplace policy of the Company; 

  ii)  subject to any permissions granted by the Whistleblower, taking all reasonable steps to ensure 
a Whistleblower’s identity is kept confidential (such as removing the Whistleblower’s name, 
position title or number, and other identifying details from the report); 

  iii)  where a disclosure is sufficiently serious, notifying the Chair of the FRAC and/or the Board; 

  iv)  seeking legal advice on the Company’s statutory or other legal obligations arising from a 
disclosure made under this Policy, or the application of this Policy; 

  v)  in conjunction with the FRAC and/or the Company’s human resources team, assessing the 
risk of any detrimental conduct to a Whistleblower, or other person, due to a disclosure made 
under this Whistleblower policy, and ensuring the implementation of appropriate safeguards; 

  vi)  notifying the director of human outsource team in circumstances where, if the disclosure was 
proven, there could be disciplinary consequences for an employee of the Company. 

  vii)  where a Whistleblower has consented to their identity being shared, liaising with the 
Whistleblower to obtain any further information necessary to properly investigate the matter.
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 g) Explaining next steps to the Whistleblower, including: 

  i)  if appropriate, referring the matter for investigation (see Section 9.1), 

  ii)  what steps will be taken to preserve the confidentiality of the Whistleblower’s identity where 
consent to disclose his/her identity to persons involved in conducting the investigation, is 
limited or has not been given by the Whistleblower.

3.3  For the purposes of this Policy, the Company’s WPOs are the Company’s director of Human 
Resources, Chief Financial Officer, Chair of FRAC and Company Secretary. (See Schedule 1). 

3.4  The senior executive team of the Company are responsible for ensuring those reporting to them 
understand and comply with this Policy, are given adequate and regular training on it and ensuring 
appropriate resources are made available to sustain an effective Whistleblower management plan in 
the Company. 

3.5  The director of Human Outsource has overall responsibility for any disciplinary process that is 
triggered by a disclosure under this Policy that, if established, leads to an allegation of misconduct 
or serious misconduct against an employee of the Company, or where a report involves a personal 
work-related grievance (as defined in Section 6.3). 

3.6  Managers of the Company play an important role in supporting the objectives of this Policy, and 
ensuring their direct reports are able to obtain information about the correct processes for making a 
disclosure or seeking further advice and support about whistleblowing. Managers are responsible for 
enforcing the importance of this Policy with their reports, together with why disclosing wrongdoing 
is so vital to the Company’s risk management framework.

3.7  The Chair of the FRAC has responsibility for: 

 a)  periodically reviewing that any recommendations made from investigations into disclosures made 
under this Policy are implemented by the Company as required; and 

 b)  analysing matters reported in disclosures and providing recommendations to the FRAC on future 
audit activity by the Company.

3.8  All employees of the Company are required, and all other eligible Whistleblowers (see Section 5.2) 
under this Policy are strongly encouraged, to report under this Policy if they reasonably suspect 
that Reportable Conduct or a State of Improper Affairs or Circumstances exists in relation to the 
Company (see Section 6), whether engaged in by themselves or others. 

3.9  All employees of the Company, and persons providing services as an independent contractor or 
labour hire worker to the Company, are required to: 

 a)  subject to a claim of privilege or self-incrimination, cooperate with a WIO (see Section 9, 
including by providing relevant documents and information or answering questions during the 
conduct of any investigation under this Policy; 

 b)  strictly maintain the confidentiality of a Whistleblower’s identity, whether they obtain that 
information directly or indirectly, in accordance with Section 8.

 c)  refrain from committing, or threatening to commit, any act of detrimental conduct to a 
Whistleblower, or any other person, because they believe or suspect that the Whistleblower, or 
another person, has made, may have made, proposes to make, or could make a disclosure that 
qualifies for protection under the Whistleblower Regime, in accordance with Section 11.
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4. Who does this policy apply to?

4.1  This Policy applies to: 

 a)  the Board and each director of the Company; 

 b)  all employees of the Company, whether permanent or casual, full-time or ongoing, contractors or 
other agents either directly engaged by the Company or engaged by entities owned or managed 
by the Company; 

 c)  entities or persons providing goods and services to the Company, whether through a company, 
partnership, sole trader or labour hire arrangement; 

 d)  individuals identified as eligible Whistleblowers in Section 5.1. 

4.2  The Company’s employees and officers are required to comply with any lawful directions made by 
the Company in respect of this Policy. This Policy does not form part of any employee’s contract of 
employment and the Company may amend it at any time. 

4.3  A person who reports under this Policy, also known as a Whistleblower, is defined as anyone who 
makes, or attempts to make, a report under this Policy. It also includes any person the Company 
determines is a Whistleblower and should be protected as a result of making a disclosure.
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5. Who can make a report

5.1  Eligible Whistleblowers should make a disclosure under this Whistleblower policy, and employees 
of the Company must make a disclosure under this Whistleblower policy, if they reasonably suspect 
conduct on the part of a current or former Company director, officer, employee, contractor, or any 
person who has business dealings with the Company (in the context of those dealings with the 
Company), or a state of affairs exists in relation to the Company, that is Reportable Conduct (See 
Section 6). 

5.2  An eligible Whistleblower includes anyone who is, or has been, any of the following in relation to the 
Company: 

 a)  an officer director or senior manager; 

 b)  a permanent, temporary, casual, part-time or full-time employee; 

 c)  a worker on secondment or supplied by an agency; 

 d)  suppliers of services or goods to the Company, such as contractors, consultants, service 
providers and business partners; 

 e)  an associate of the Company; 

 f)  a spouse, relative or dependant of an individual referred to in Section 5.2(a) to 5.2(c). 

5.3  All individuals who make a disclosure relating to Reportable Conduct in accordance with this 
Whistleblower policy, whether an eligible Whistleblower or not, will: 

 a)  have their identity protected by the Company, in accordance with Section 8; and 

 c)  be protected from detrimental conduct by the Company in accordance with Section 11. 

5.4  Any person who is mentioned in a disclosure will be treated fairly by Company, in accordance with 
Section 10. 

5.5  In addition to the protections outlined in this Policy, an eligible Whistleblower will also qualify for 
protections available under the statutory Whistleblower Regime when they make a disclosure that 
qualifies for protection under the Whistleblower Regime (See Schedule 2).



8 Countrywide Whistleblower Policy – December 2022

6. What is reportable conduct

6.1  In this Policy, Reportable Conduct includes but is not limited to conduct or a state of affairs in 
relation to the Company that: 

 a)  is fraudulent or corrupt, involves bribery or corruption, or otherwise amounts to an abuse of 
authority: 

 b) constitutes an Improper State of Affairs or Circumstances (See Section 6.2).

 c)  is illegal, including theft, dealing in or use of illicit drugs, violence or threatened violence, 
harassment, intimidation, sabotage or criminal damage to property;

 d)  is in breach of Commonwealth or state/territory legislation or local authority by-laws; 

 e)  is unethical, such as dishonestly altering company records or data, adopting questionable 
accounting practices, offering or accepting a bribe or the unathorised disclosure of confidential 
information; 

 f)  is contrary to, or a serious breach of the Company’s Code of Conduct or other Company policies;

 g)  poses a serious risk to the health and safety of any person at the workplace; 

 h)  causes a risk or harm to the environment; 

 i)  amounts to behaviour that is oppressive, reckless or grossly negligent; 

 j)  may cause financial or non-financial loss to the Company, damage its reputation or be otherwise 
detrimental to the Company’s interests;

 k)  is an attempt to conceal or delay disclosure of any of the above including engaging in or 
threatening to engage in detrimental conduct against a person who has made a disclosure, or is 
believed or suspected to have made, or be planning to make, a disclosure under this Policy. 

6.2  For the purposes of this Policy, an Improper State of Affairs or Circumstances includes conduct that: 

 a)  constitutes a contravention of the Corporations Act, ASIC Act, Banking Act, Financial Sector 
(Collection of Data) Act, Insurance Act, Life Insurance Act, National Consumer Credit Protection 
Act, Superannuation Industry (Supervision) Act;

 b)  constitutes an offence against any other law of the Commonwealth that is punishable by 
imprisonment for a period of 12 months or more; 

 c)  represents a danger to the public or the financial system; 

 d)  indicates a significant risk to public safety of, or confidence in, the financial system, even if it does 
not involve a breach of law; or

 e)  involves a discloser seeking legal advice or representation about the operation of the 
whistleblower protections under the Corporations Act. 
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6.3  Except as provided in Section 6.4, a personal work-related grievance is not generally considered 
to be Reportable Conduct under this Policy and should be reported under the relevant workplace 
policy of the Company. Examples include complaints an employee, or former employee, may hold 
concerning:

 a)  an interpersonal conflict with another employee; 

 b)  a decision relating to a transfer or promotion; 

 c)  a decision relating to the terms and conditions of employment, including remuneration; 

 d)  a complaint of bullying, harassment, discrimination or other unfair treatment;

 e)  any disciplinary or performance management process or a decision to suspend or terminate 
employment.

  While these types of complaints do not qualify for protection under the Whistleblower Regime, they 
may be protected under other legislation, such as the Fair Work Act 2009 (Cth). 

6.4  A personal work-related grievance that has significant implications for the Company, and wider 
ramifications than for the Whistleblower personally, may be appropriate to disclose under this Policy 
as Reportable Conduct. Similarly, where the grievance relates to detrimental conduct suffered by 
the Whistleblower because of making a previous Whistleblower disclosure, or seeking legal advice 
about Whistleblower protections, the matter should be reported under this Policy. Without limiting 
the types of matters, examples of personal work-related grievances that may qualify for statutory 
protection under the Whistleblower Regime include: 

 a)  Mixed reports, for instance where a concern regarding corporate misconduct or wrongdoing is 
accompanied by a personal work-related grievance, or a personal work-related grievance includes 
information about corporate misconduct or wrongdoing. 

 b)  Where the matter suggests a behaviour or conduct extending beyond the individual’s personal 
circumstances, for instance an individual claim of bullying has indicated that there may be a more 
general culture of bullying or harassment within the Company. 

 c)  The Company, or its officers or agents, has breached an employment (or other) law punishable 
by more than 12 months imprisonment, or has engaged in conduct that represents a danger to 
the public. 

 d)  Health & safety offences involving reckless conduct committed by an officer in breach of work, 
health and safety legislation, and employer or employee organisations giving, receiving or 
soliciting bribes under the Fair Work Act 2009(Cth). 

 e)  The Company has engaged in conduct that represents a danger to the public, or the information 
suggests misconduct beyond an individual’s personal circumstances. 

 f)  Where an individual seeks legal advice or legal representation about the statutory protections 
available under the statutory Whistleblower regime. 

6.5  If unsure whether a grievance is Reportable Conduct under this Whistleblower policy, or a personal 
work-related grievance that is more appropriately managed through a relevant workplace behaviour 
policy of the Company, employees are encouraged to seek guidance from the Company human 
resource provider, Human Outsource or obtain independent legal advice.
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7. Making a disclosure

7.1  For a report to be investigated, it must contain enough information to form a reasonable basis 
for investigation. It is important, therefore, for a Whistleblower to provide as much information as 
possible, such as any known details about the events underlying the report including: 

 a)  date(s); 

 b)  time; 

 c)  location; 

 d)  name of person(s) involved; 

 e)  possible witnesses to the events; 

 f)  evidence of the events (for example, documents, emails); 

 g)  details of steps already taken (if any) to report the matter elsewhere or to resolve the concern.

  If a report does not contain sufficient information to form a reasonable basis for investigation, 
additional information may be requested from the Whistleblower. If this additional information 
cannot be obtained and the investigation is unable to be carried out, the report will be closed and 
the Whistleblower will be informed. 

7.2  A disclosure may have serious consequences, including potential damage to the career prospects 
and reputation of people who may be the subject of allegations of wrongdoing. For this reason, 
a Whistleblower must have reasonable grounds to suspect Reportable Conduct in relation to the 
Company. 

7.3  A disclosure of Reportable Conduct can be made anonymously, and a Whistleblower may choose 
to remain anonymous, including during any investigation into the disclosure. If the disclosure is 
not made anonymously, or an anonymous Whistleblower consents to limited disclosure of their 
identity (for instance, to the WPO), the Company will take all reasonable steps to ensure that 
the Whistleblower’s identity remains confidential and that the Whistleblower is provided with 
appropriate protection and support (See also Sections 8 and 12.3). 

7.4  Reportable Conduct can be reported at any time via email to info@humanoutsource.com.au. This 
service is managed by a third party intermediary, Human Outsource, and enables disclosures 
to be dealt with confidentially, anonymously and in a timely manner. In circumstances where 
a Whistleblower wishes to retain anonymity, it provides a means for the Company to obtain 
information that may be necessary to complete an investigation or provide a Whistleblower with 
updates on the status of the investigation. All reports received from Human Outsource are reported 
to Company WPOs in accordance with this policy. Reports can also be made directly to a WPO 
whose details are provided in Schedule 1. 

7.5  Whistleblowers can also report concerns to any “eligible recipient” as defined under the 
Whistleblower Regime, including:

 a)  any officer or senior manager of the Company; 

 b)  ASIC or APRA; 

 c)  any other prescribed Commonwealth body (as at the date of this policy, there are no prescribed 
Comonwealth entities under the Corporations Regulations 2001(Cth);

 d)  an internal or external auditor of the Company, or a member of an audit team conducting an 
audit of a Company entity; 

mailto:info%40humanoutsource.com.au?subject=
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 e)  an actuary of the Company; 

 f)  a legal practitioner for the purpose of obtaining legal advice about the operation of the 
whistleblowing protections (even if the legal practitioner concludes that a disclosure does not 
relate to Reportable Conduct protected by the Whistleblower Regime); 

 g)  a person designated to receive whistleblowing reports under this Policy (such as a WPO). 

7.6  A disclosure may be made to any of the above recipients verbally or in writing (for example, by 
email). However, when making a report to a recipient who is a Company senior manager, or a director 
or Company Secretary, we encourage you to identify that you are making the disclosure under this 
Policy.

7.7  In the following limited circumstances, a disclosure can also be made to a journalist or a member of a 
federal, state or territory Parliament:

 a)  A public interest disclosure can be made to a journalist or parliamentarian if:

  i)  the Whistleblower has previously made a disclosure of Reportable Conduct to a regulator and 
at least 90 days have passed; 

  ii)  the Whistleblower has reasonable grounds to believe that action is not being, or has not been 
taken to address the disclosure; 

  iii)  the Whistleblower has reasonable grounds to believe that making a further disclosure would 
be in the public interest; 

  iv)  the Whistleblower has given written notification to the authority that they intend to make a 
public interest disclosure 

  v)  the extent of the information disclosed is no greater than necessary to inform the recipient of 
the misconduct or improper state of affairs to which the first disclosure related. 

 b)  An emergency disclosure can be made when; 

  i)  the Whistleblower has reasonable grounds to believe the information disclosed concerns 
a substantial and imminent danger to the health and safety of one or more persons, or the 
natural environment;

  ii)  the individual has previously made a disclosure to an eligible recipient and the Whistleblower 
has provided a written notification that he or she intends to make an emergency disclosure.
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8. Confidentiality

8.1  All information provided by a Whistleblower (including disclosures regarding misconduct that 
are received indirectly), will be treated as confidential and maintained securely. Any breach of 
confidentiality will be treated as a serious disciplinary matter. 

8.2  The identity of a Whistleblower (or information that is likely to lead to them being identified as a 
Whistleblower) will be kept confidential, unless any of the following apply: 

 a)  the Whistleblower consents to this information being disclosed; 

 b)  during the investigation of a report, the Company needs to disclose information that may lead to 
the Whistleblower being identified. (Noting that all reasonable steps will be taken to ensure that 
the Whistleblower’s identity is not disclosed); 

 c)  the Company is required by law to disclose the Whistleblower’s identity (for example where the 
Company needs to disclose this information to an external regulator or is ordered to do so by a 
court); 

 d)  the information is provided to APRA, ASIC or a member of the police; or 

 e)  the Company needs to disclose the information to prevent a serious and imminent threat to life, 
health or property. 

8.3  If any Company personnel receives information about Reportable Conduct, and does not keep that 
information confidential or discloses any information that is likely to lead to the Whistleblower being 
identified (except in circumstances permitted above); 

 a)  if they are Company employees, they will be subject to disciplinary action, which may include a 
formal written warning, or termination of employment with the Company; 

 b)  if they are not a Company employee, the Company may take other corrective action; and 

 c)  they may be subject to penalties under the statutory Whistleblower Regime. 

8.4  The Company will ensure all records forming part of an investigation will be kept confidential 
and stored securely in accordance with Company’s confidentiality obligations and any statutory 
requirements.
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9. Investigation of disclosures

9.1  One of the WPO’s will be appointed as the Whistleblower Investigation Officer (WIO) and will co-
ordinate any investigation. The WIO will confirm their appointment to the role to the Whistleblower 
within 2 business days and will, as soon as practicable, assess all matters notified to them under this 
Policy.

9.2  The investigation process will vary depending on the nature of the Reportable Conduct and the 
amount of information provided. The WIO will determine what factors will be considered when 
investigating a disclosure in line with the Company’s guidelines and procedures. Examples of factors 
that might be considered include the following:

 a)  the nature of the Reportable Conduct; 

 b)  when and where the Reportable Conduct occurred; 

 c)  what evidence is available, including any possible witnesses; 

 d)  any immediate concern for a person’s health and safety. 

9.3  Once assigned, the WIO: 

 a)  may seek assistance form others within the Company or ‘task’ aspects of an investigation to 
internal or external resources, where appropriate, subject to the same confidentiality obligations 
that apply to the WIO; 

 b)  will provide regular updates to the Whistleblower (if the person can be contacted, including 
through anonymous channels); 

 c)  will ensure appropriate measures are in place to safeguard Whistleblowers, and other persons 
involved in a disclosure by a Whistleblower, from victimisation or any immediate health and safety 
concerns. 

9.4  Any investigation conducted by the WIO will be thorough, objective, fair, preserve the confidentiality 
of the Whistleblower and be conducted independent of: 

 a) the Whistleblower; 

 b)  any person the subject of the disclosure; 

 c)  any parts of the Company’s business concerned. 

9.5  The WIO will aim to conclude the investigation and document findings within two months of 
receiving the disclosure. A report will be provided to the FRAC and/or the Board. 

9.6  A Whistleblower will be provided with feedback regarding the outcome of the investigation, if the 
Whistleblower can be contacted, subject to the privacy and confidentiality rights of any individual 
under investigation and any other confidentiality requirements. However, the Whistleblower will 
not be provided with a copy of the investigation report or associated material and there may be 
circumstances where it will not be appropriate to notify the Whistleblower of the outcome, for 
example, where the Company is prevented by law from doing so or it would pose a risk of serious 
harm to an individual.
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9.7  Potential outcomes of the investigation are: 

 a)  the concern was substantiated, and appropriate action has been taken; 

 b)  the concern was not substantiated, and no further action will be taken unless further evidence 
becomes available; 

 c)  a determination was not possible, and no further action will be taken unless further evidence 
becomes available. 

9.8  Where the WIO substantiates the report, the Company will consider whether changes to its 
processes and systems are required to reduce the likelihood of the Reportable Conduct happening 
again. Where a person is found to have engaged in misconduct, the matter will be dealt with in 
accordance with the Company’s disciplinary procedures. This may result in disciplinary action 
including dismissal.

9.9  The Company will report serious criminal matters to the police or other appropriate regulatory 
authorities and will assess and report compliance incidents to any regulatory authority where 
required. (Noting that the Company may disclose the identity of a Whistleblower to ASIC, APRA or a 
member of the Australian Federal Police). 
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10.  Fair treatment of employees named  
in a disclosure

10.1  The Company will ensure the fair treatment of employees mentioned in a disclosure made under this 
Policy. The Company will: 

 a)  to the extent that it is practical and appropriate in the circumstances, handle all disclosures 
confidentially; 

 b)  assess each disclosure on its merits and investigate as appropriate, in accordance with Section 9; 

 c)  advise an employee who is the subject of a disclosure as and when required by principles of 
natural justice and procedural fairness, and where appropriate having regard to the nature of the 
disclosure, prior to:

  i)  any external actions being taken, such as referring the disclosure to a regulator or law 
enforcement agency; 

  ii)  commencing a formal investigation; 

 d)  advise when conduct raised in a disclosure, if proven, could lead to allegations of misconduct 
being made against an employee the subject of a disclosure, leading to possible disciplinary 
consequences, including termination of employment;

 e)  provide details of the persons who can be contacted with issues, queries and concerns, in 
accordance with Section 12.2; 

 f)  advise the outcome of any investigation into the disclosure, in accordance with Section 9.6.
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11. Protection against detrimental action

11.1 A Whistleblower who: 

 a)  suspects on reasonable grounds that a Company officer, employee or contractor has engaged, or 
plans to engage, in Reportable Conduct; and 

 b)  reports the matter in accordance with this Policy,

 must not be subject to Detrimental Action for reporting the Reportable Conduct. 

11.2  In this Policy, Detrimental Action includes the following (even if done unintentionally):

 a)  action causing injury, harm, loss or damage (including psychological harm or damage to 
reputation); 

 b)  dismissal of an employee; 

 c)  alteration of an employee’s position or duties to their disadvantage; 

 d)  discrimination or other adverse treatment in relation to the Whistleblower’s employment, career, 
profession, trade or business, including dismissal, demotion or the taking of other disciplinary 
action; 

 e)  harassment or intimidation of a person; 

 f) any conduct which incites others to subject the Whistleblower to any of the above conduct.

  Reasonable management and administrative action conducted in a reasonable manner by the 
Company will not constitute detrimental conduct against a Whistleblower or another person. 

11.3  A Whistleblower, or other person, who believes on reasonable ground that a Whistleblower has 
suffered, or may suffer, Detrimental Action, should do any of the following: 

 a)  report the matter under this Policy in accordance with Section 7; 

 b)  seek guidance and support from the from the Company’s outsourced human resources provider, 
Human Outsource; 

 c)  seek independent legal advice. 

11.4  An employee who is found to have subjected a Whistleblower to Detrimental Action will be subject 
to disciplinary action (which may include termination of employment) and may be guilty of an 
offence that is subject to prosecution under legislation. The Company may terminate the contract 
or engagement of non-employees or take other corrective action, where they are found to have 
subjected a Whistleblower to Detrimental Action. 

11.5  The Whistleblower Regime also provides remedies to Whistleblowers who suffer Detrimental 
Action. If a court finds that victimisation has occurred, the court may order the victimiser and/or the 
Company to: 

 a)  pay compensation to the person who was subject to the victimisation; 

 b)  pay substantial fines and/or to jail. 
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12. Support available to whistleblowers

12.1  The Company encourages Whistleblowers, or other persons, to raise issues or ask questions if: 

 a)  they are unsure: 

  i)  whether they are covered by this Policy; 

  ii)  whether their concerns qualify as a matter to be disclosed under this Policy; or 

  iii)  as to whom they should make a disclosure. 

 b)  they are the subject of a disclosure or a witness in an investigation of a disclosure and seek 
support or assistance. 

 c)  they seek information about the type of protections and immunities available to Whistleblowers, 
and other persons, under this Policy and the Whistleblower Regime.

12.2  Issues, queries and concerns, such as those detailed above, can be raised with:

 a)  your manager or supervisor; 

 b)  a WPO; 

 c)  the Company’s outsourced human resources provider, Human Outsource.

12.3  Part of the role of the WPO is to safeguard the interests of the Whistleblower, to assist them 
to understand the process and the available protections and to ensure the integrity of the 
whistleblowing process. Strategies that may be employed by a WPO to assist a Whistleblower, or 
another person, include: 

 a)  assistance to manage the stress, time and performance impacts resulting from the disclosure or 
its investigation;

 b)  exploring options with the person’s manager and/or human resources team such as permitting 
the performance of work from another location, assignment to another role, modifications to the 
workplace or reporting lines; 

 c)  reminding those managing and handling the disclosure and its investigation about their 
obligations in respect of confidentiality, detrimental conduct, managing conflicts of interest, and 
the fair treatment of the Whistleblower and others mentioned in the disclosure.

12.4  While Company employees will not be subject to disciplinary action for making a disclosure of 
Reportable Conduct under this Policy on reasonable grounds, they may still be subject to disciplinary 
action for misconduct that is revealed as a result of the disclosure. However, the Company may, in its 
discretion, take the disclosure into account when determining the nature of any disciplinary action. 

12.5  If a Whistleblower thinks that the person to whom they made the disclosure of Reportable Conduct 
has not dealt with the report sufficiently, or at all, they may raise the concerns with the Chair of the 
FRAC or the Managing Director of the Company. 
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13. Other whistleblower protections

13.1  Where an Eligible Whistleblower makes a disclosure that qualifies for protection under the 
Corporations Law or Tax Administration Act (see Schedule 2), the Whistleblower is protected from 
any of the following in relation to the disclosure: 

 a)  Civil liability (for instance, legal action against the Whistleblower for breach of an employment 
contract, duty of confidentiality or another contractual obligation). 

 b)  Criminal liability (for instance, the attempted prosecution of the Whistleblower for unlawfully 
releasing information, or other use of the disclosure against the Whistleblower in a prosecution, 
other than making a false disclosure). 

 c)  Administrative liability (for instance, disciplinary action for making the disclosure). 

13.2  The protections available to Whistleblowers who make a disclosure qualifying for protection under 
the Corporations Law and the Tax Act do not, however, grant the Whistleblower immunity for any 
misconduct the Whistleblower has engaged in that is revealed in their disclosure. 

13.3  Whistleblowers may also have access to other statutory protections under anti-discrimination and 
equal opportunity legislation, and the Fair Work Act 2009 (Cth), or under the common law and their 
contracts of employment or engagement with the Company. 

14. Policy dissemination and training

14.1  This policy is available on the Company’s website and intranet. The policy is covered in the new 
employee induction process. 

14.2  Specialist training is given to employees responsible for key elements of the program and for persons 
who may receive reports of Reportable Conduct under the Policy.

15. Policy review and amendment

15.1  The Company Secretary, and the Chair of the FRAC will monitor and annually review the content 
and effectiveness of this Policy. This Policy can be amended with the approval of the FRAC. Any 
amendments to this Policy shall be affected by the posting of an updated version of the document 
on the Company’s website at www.countrywide.net.au, and on company the intranet.

http://www.countrywide.net.au
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Schedule 1

WPO (Name & Title) Contact details:
Mark Algie 
(Director Human Outsource)

Email: info@humanoutsource.com.au 
M:

Grant Harrod 
(Chair of Finance, Risk & Audit Committee)

Email: grant.harrod@countrywide.net.au 
M: +61 418 612 754

Mark Saus 
(Chief Financial Officer)

Email: mark.saus@countrywide.net.au 
M: +61 448 026 047

Karen Lupton 
(Company Secretary)

Email: karen.lupton@countrywide.net.au 
M: +61 430 802 483

mailto:info%40humanoutsource.com.au?subject=
mailto:grant.harrod%40countrywide.net.au?subject=
mailto:mark.saus%40countrywide.net.au?subject=
mailto:karen.lupton%40countrywide.net.au?subject=
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Schedule 2

THIS SCHEDULE 2 IS INTENDED FOR INFORMATION PURPOSES ONLY AND SHOULD NOT BE TAKEN 
AS THE PROVISION OF LEGAL ADVICE IN RESPECT OF THE OPERATION AND APPLICATION OF THE 
WHISTLEBLOWER REGIME UNDER THE CORPORATIONS LAW OR TAX ADMINISTRATON ACT. LEGAL 
ADVICE SHOULD BE OBTAINED FROM AN INDEPENDENT LEGAL PRACTITIONER.

WHEN DOES A DISCLOSURE QUALIFY FOR PROTECTION UNDER THE 
WHISTLEBLOWER REGIME?

The Corporations Act
The Corporations Act (Part 9.4AAA) affords protection to a Whistleblower’s disclosure provided that they

 •  are an individual described in Section 5.2 of this Policy or an associate of the Company (within 
the meaning of the Corporations Act);

 •  have reasonable grounds to suspect that the information they are reporting concerns 
misconduct1 or an ‘improper state of affairs or circumstances’2 relating to the Company (which 
would include most forms of Reportable Conduct under this Policy3.

 •  make the disclosure to an ‘eligible recipient’ (See Section 7.5).

The Tax Administration Act
The Tax Administration Act provides protection for disclosures of information that indicate misconduct 
or an improper state of affairs in relation to the tax affairs of an entity or an associate of an entity where 
the person considers the information may assist the recipient of that information to perform functions or 
duties in relation to the tax affairs of the entity or an associate.

Protection is provided for disclosures made to the Commissioner of Taxation, any person or agency 
specified in Section 7.5 of this Policy or to any registered tax agent or BAS agent providing tax agency or 
BAS services to the Company.

1 Misconduct is defined under the Corporations Act to include fraud, negligence, default, breach of trust and breach of duty.
2 An “improper state of affairs or circumstances” is not defined in the legislation but could, for example, include business behaviour and practices 
that cause consumer harm or systemic issues (See also Section 6.2 of this Policy)
3 Not all types of Reportable Conduct will qualify for statutory protection – for example, certain types of Company policy breaches.
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Protections under the Corporations Act and Tax Administration Act
The protections available to an individual who meets the above requirements include:

 •  the right to have their identity protected in accordance with the provisions of the legislation;

 •  a requirement for the Company to take reasonable steps to reduce the risk that the individual will 
be identified as part of any process conducted under this Policy;

 •  the right to be protected from civil, criminal or administrative liability (including disciplinary 
action) from making the disclosure; from contractual or other remedies on the basis of the 
disclosure; and from the admissibility of the information provided in evidence against the person 
in each case in accordance with the provisions of that legislation. (These protections do not 
grant immunity for any misconduct engaged in by the individual which is disclosed as part of the 
report).

 •  The right to be protected from detrimental treatment or any form of victimisation in accordance 
with the provisions of that legislation.

 •  The right to compensation and other remedies in accordance with the provisions of that 
legislation.

It should be noted that:

 •  Disclosures that are made anonymously will still receive protection under the legislation provided 
the disclosure meets the relevant criteria for protection.

 •  A disclosure may also still qualify for protection even if the disclosure turns out to be incorrect.

 •  Any disclosures made that qualify for statutory protection will be investigated in accordance with 
the investigation processes outlined in this Policy.

Breach of confidentiality provisions under the Corporations Act and Tax 
Administration Act
Under the legislation it is an offence to identity a discloser or disclose information that is likely to lead to 
the identification of the discloser covered by the statutory protections without the individual’s consent or 
in other circumstances permitted by law, and serious penalties apply.

An individual who believes these confidentiality requirements have been breached can lodge a complaint 
with the WPO or with a regulator such as ASIC, APRA or the Australian Taxation Office (as relevant).



countrywide.net.au


